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Dear Customer, 

 

The CSI tools team would like to announce the release of CSI tools 2016 build  

CSI tools 2016 is available for download at your customer center. 

 

In order to be able to benefit from all new features and improved functionality we 

recommend upgrading to 2016. The details of this new release can be found in this 

release note. 

 

 

We hope you enjoy using this new release of CSI tools!  

 

If you have any questions or problems, please consult our support team: 

support@csi-tools.com 

 

Be informed and keep updated about CSI tools, follow us on: 

  

LinkedIn: https://www.linkedin.com/company/csi-tools,  

Linkedin CSI tools Group: https://www.linkedin.com/grp/home?gid=84893 

Twitter: https://twitter.com/csitools  

Google+: https://plus.google.com/u/0/+CSItools 

Facebook: https://www.facebook.com/CSItools 

 

  

http://www.csi-tools.com/customer-center
https://www.linkedin.com/company/csi-tools
https://www.linkedin.com/grp/home?gid=84893
https://twitter.com/csitools
https://plus.google.com/u/0/+CSItools
https://www.facebook.com/CSItools
https://www.facebook.com/CSItools
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New features  

One click audit button. The application can run all steps of the audit with one 

click on the One Click Audit Button. This functionality is configured in the 

Configuration – application settings. 

 

 

 New web interface. With user friendly tiles. 
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 Frequency information on executed transactions/queries/SoD. The 

frequency information tells you the frequency that a transaction has been 

performed by the user. 

 

  

used: when & frequency 
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 CSV exporter. (Scheduled) export of any SQL reporting to CSV file 

(Comma Separated Values).  

 

 
 Distinction in STAD period for calculation of executed status 

between roles and in audit. STAD data can now be loaded for two 

independent purposes. STAD data can now be loaded for 2 independent 

purposes: 

o Audit periods (for example 6 months) – appears in audit results. 

o Role use periods (for example 12 months) – appears in regular views. 
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 Exclude/include user groups from audit/SoD analyses. User groups 

can be included or excluded from audit and SoD analysis. 

 

 
 Disregard variant in result container overviews. The option to take 

the variants into account in the results of the audits and SoD analysis. 

 

 

 E2E task scheduling with email. Automate the report distribution with 

scheduling of export to excel files. 

 

 CCQ task scheduling with email.  

All custom views can now be scheduled and emailed directly, so no manual 

report distribution needed. 
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 User/role assignment requests and simulations can be done with 

variant. 

During a request or simulation of a user or role change, the variants 

(organizational values) are taken into account. 
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 Keep causing information during authorization request. 

Information is kept until the request is handled (approved/declined). 

 

 Involved person user group relation. Involved persons can now be 

assigned to user groups. 
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 Change log on queries & SoD’s. 

All changes on the rule set are begins logged. This logging is activated in the 

application settings. 
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 Include involved persons when importing/exporting ruleset. 

The defined involved persons with all the information about the involved 

persons can now be imported and exported in the ruleset. 
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 Additional information on SoD group added: 

o Queries 

o Transactions 

o Authorizations 

 

 

 User request workflow also has separate information workflow. 

User wherefore request is made, can be informed by email through the 

workflow. 
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 Simulation request also web based possible. Simulation of user 

request can be done web based (CSI Integrate & Collaborate is needed for 

this functionality). 
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CSI Authorization Auditor improvements 

 Faster audit and SoD engine with more detail: 

o Improved performance on variant audit/SoD analyses. 

o Improved function to determine core t-code. 

o Know how many times a query or SoD conflict is executed (Frequency). 

o Get information about the assigned role causing the query hit/SoD 

conflict. 

o Full support for variants run. 

o Reporting with disregard variant, especially for SoD conflicts. This allows 

to compare variant run with no variant run and the delta between the 

two runs. 

o A distinction is made between composite and single role in the result 

containers overview. 

o Improved ruleset import/export: 

o SoD definitions uniqueness validated. 

o XML import includes the audit save source. 

o Included involved persons. 

 Export 2 Excel reports added and improved export capabilities, grouping, 

filtering and emailing. 

 Export 2 Excel scheduling with email (in combination with CSI Integrate & 

Collaborate). 

 Custom views scheduling with email functionality (in combination with CSI 

Integrate & Collaborate). 

 Improved CSI Upgrade application. 

o Can remove obsolete files. 

o Validation of CSI running applications before upgrade. 

o Validation on security manifest overwrite. 

 User group norm applied to audit & SoD results. Saving of norm possible from 

user group and from query or SoD rule. Filter (include/exclude) on user 

groups for user selection in audit is added. The Involved person – user group 

relation added.  

 Additional information in query added for authorization objects and fields. 

 There is now a distinction between composite roles& single roles in the result 

container overviews. 

 Compensating controls are limited to the control measures related to the SoD 

rule. 
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CSI Role Build & Manage improvements  

 Faster audit and SoD engine with more detail: 

o Improved performance on variant audit/SoD analyses. 

o Improved function to determine core t-code. 

o Know how many times a query or SoD conflict is executed (Frequency) 

o Get information about the assigned role causing the query hit/SoD 

conflict. 

o Full support for variants run. 

o Reporting with disregard variant, especially for SoD conflicts. This allows 

to compare variant run with no variant run and the delta between the 

two runs. 

o A distinction is made between composite and single role in the result 

containers overview. 

 Improved ruleset import/export: 

o SoD definitions uniqueness validated. 

o XML import includes the audit save source. 

o Included involved persons. 

 Export 2 Excel reports added and improved export capabilities, grouping, 

filtering and emailing. 

 Improved CSI Upgrade application: 

o Can remove obsolete files. 

o Validation of CSI running applications before upgrade. 

o Validation on security manifest overwrite. 

 User group norm applied to audit & SoD results. Saving of norm possible from 

user group and from query or SoD rule. Filter (include/exclude) on user 

groups for user selection in audit is added. The Involved person – user group 

relation added.  

 Role profile name imported from MS Excel. 

 Keep causing information during authorization requests. 

 Export 2 Excel scheduling with email (in combination with CSI Integrate & 

Collaborate). 

 Custom views scheduling with email functionality (in combination with CSI 

Integrate & Collaborate). 

 Additional information in query added for authorization objects and fields. 

 There is now a distinction between composite roles& single roles in the result 

container overviews. 
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CSI Integrate & Collaborate improvements 

 Export 2 Excel scheduling with email (in combination with CSI 

Authorization Auditor or CSI Role Build & Manage). 

 Custom views scheduling with email functionality (in combination with CSI 

Authorization Auditor or CSI Role Build & Manage). 

 Improved CSI Upgrade application: 

o Can remove obsolete files. 

o Validation of CSI running applications before upgrade. 

o Validation on security manifest overwrite. 

CSI Automated Request Engine improvements 

 Faster audit and SoD engine with more detail: 

o Improved performance on variant audit/SoD analyses. 

o Improved function to determine core t-code. 

o Know how many times a query or SoD conflict is executed (Frequency) 

o Get information about the assigned role causing the query hit/SoD 

conflict. 

o Full support for variants run. 

o Reporting with disregard variant, especially for SoD conflicts. This allows 

to compare variant run with no variant run and the delta between the 

two runs. 

o A distinction is made between composite and single role in the result 

containers overview. 

 User group norm applied to audit & SoD results. Saving of norm possible from 

user group and from query or SoD rule. Filter (include/exclude) on user 

groups for user selection in audit is added.  

 Added requester approval in workflow. 

 Keep causing information during authorization requests. 

 Improved CSI Upgrade application: 

o Can remove obsolete files. 

o Validation of CSI running applications before upgrade. 

o Validation on security manifest overwrite. 

 

 

 


